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Six nuclear powerFlants were visited to observe
security systeas and evaluate their effctiveness.
Findings/conclusions: The Nuclear Begulatory Commission NRC),
which is responsible for assuring security from sabotage, had
not operated decisively. Security systems at all plants visited
could be inadeguate to withstand sabotage attempts. NRC's
failure to define the level of threat and to establish specific
reguirements have allowed inconsistencies in security systems
from plant to plant. Regulations proposed in 1974 would improve
security, but as their implementation will take time,
precautionary measures must be taken for plants now operating.
Recommendations: The Cheirxan of the NRC should: (1) establish
criteria for judging acceptability of all.errative protective
systems; (2) establish aend implement improved inspection
procedures; (3) upgrade guard forces; and (4) increase interim
protection at operating plants. (Author/HTZ;



REPORT TO THE CONGRESS

BY THE COMPTROLLER GENERAL
OF THE UNITED STATES

Security At Nuclear Powerplants--
At Best, Inadequate
Nuclear Regulatory Commission

The Nuclear Regulatory Commission is re-
sponsible for assuring that commercial nuclear
powerplants have adequate security systems
to protect against sabotage. Successful sabo
tage could present a significant naLard.

The Commission's failure to define the level
of threat to protect against and to establish
specific requirements have allowed inconsis-
tencies in security systems from plant to
plant. GAO and tne Commission believe the
resulting array of security systems is inade-
quate. Moreover, the guard forces at these
powerplants were generally ineffective and
inefficient.

The implementation of recently adopted
security regulations should improve nuclear
powerplant security.
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CAGMPTROLLER GENERAL OF THE UNITiED STATE

WASHING'rON, D.C. AO"

P-127945

To the President of the Senate and the
Speaker of the House of Representatives

This report discusses the Nuclear Regulatory Commis-
sion's approval and inspection of physical security at
nuclear powerplants.

This review was conducted as a part of our evaluation
of the effectiveness of the Commission's regulatory activ-
ities, as required by the Energy Reorganization Act of 1974
(42 U.S.C. 5876).

We are sending a copy of this report to the Chairman,
Nuclear Regulatory Commission.

Sincerely yours,

ACTING C te ter S neral
of the United States



COMPTPOLLEP GENERAL'S SECURITY AT NUCLEAR
REPORT TO THE CONGRESS POWERPLANTS--AT BEST,

INADEOUATZ
Nuclear egulatory Commission

I G E S T

Nuclear pwerplants, in the highly unlikely event of a serious
accident, culd present a very significant hazard. The
consequences of a successful sabotage could be similar--
perhaps identical--to those resulting from a serious accident.
(See p. 1.)

The Nuclear Regulatory Commission is responsible for assuring
that commercial nuclear powerplants have adequate security
systems to protect against sabotage. To gain firsthand
knowledge of the adequacy of security systems, GAO went to
six nuclear powerplants and found (1) vast differences in
the degree of protection at these powerplants and 2) hort-
comings in guard forces at the plants generally reduced their
effectiveness. (See p. 3.)

In discussions of security and sabotage at powerplants,
questions on the probability or likelihood of sabotage attempts
are often raised. This review was not aimed at answering these
questions. Instead, it focused on the vulneLa;.iity of power-
plants to sabotage and the effectiveness of the Commission's
system for making sure that powerplants would be able to with-
stand a sabotage attempt--regardless of its likelihood. The
answer is that the Commission has not operated decisively or
effectively in the security area and, as a result, security
systems at perhaps all powerplants would not be able to with-
stand sabotage attempts by threats that are now considered
minimum by the Commission. (See o. 17.)

One site GAO visited was protected by

-- magnetic alarms on area gates which alarm
the guard house if they are disturbed,

-- an infrared alarm system along the perimeter
of the plant which alarms the guard house
if any of the beams are broken,

-- a closed circuit television system which views
the perimeter of the fence both day and night,

-- a computerized key-card system for all important
doors in the plant that monitors and records
the opening and closing of the doors, and
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-- an attack-resistant guard house with bullet-
resistant glass, steel plated ceilings and dual
electrical systems,

By contrast, at another site, there were

-- no sensitized fences or gates,

-- no infrared alarm system,

-- no closed circuit television system, and

--a guard house which was not attack
resistant.

The primary security device at this latter site was an 8-foot
fence topped with barbed wire. (See pp. 3 and 4.)

Regarding the guard forces at these sites, GAO found
(1) recruits were given as little as 4 hours training before
they were used as guards, (! annual turnover rates were
as high as 48 percent, and (?, the guards' performance
was poor in several drills run during GAO's visits.
(See pp. 7 and 8.)

Studies done for the Commission, as well as a special inspec-
tion the Commission made in 1976, support GAO's views on
the inadequacy of security and security guards at nuclear
powerplants. In fact, these studies conclude that security
at nuclear powerplante could not counter sabotage forces
of several individuals that were armed and had knowledge
of the plant. Gaining this knowledge is easier than one
might imagine. (See pp. 4 to 11.)

The primary cause for the current inadequacies in security
has been the Commission's failure to define minimum threat
levels upon which utilities could build their security
systems. In the absence of such definition, utilities
were given great latitude in establishing the security
requirements in which they would abide. The inconsistencies
that now exist from plant to plant in security systems
resulted.

These inconsistencies also result in inequitable dealings
with utilities. This is illustrated by the fact that a
utility has been cited by the Commission--which can lead
to a fine--because one of its security cameras was not
working, while at the same time, many powerplants are not
required to be equipped with cameras. (ee pp. 13 and 14.)
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Regulations that call for better seurity at powerplants
and that specify, for the first timl, the minimum threat
security systems should be able to counter have been
under consideration since November 1974--an in~ecusably
long time. (See p. 13.)

The environment in which the Commission inspectors have
operated in the last several years has not been conducive
to quality inspections. Specifically, (1) knowing that
major differences are permitted in security systems at
powerplants and (2) believing that requirements to correct
the situation were imminent, has frustrated, confused,
and irritated the inspectors. Since inspection efforts
are unable to c-orrect the deficiencies in the requirements,
security systems remain inadequate. (See p. 17.)

The adoption of the Commission's pending requirements should
lead to better security at powerplants. Implementing these
requirements will take time, however, which raises the
problem of hose powerplants--now operating or about to
operate--that are vulnerable to minimum threats.. GAO
believes that interim precautionary measures should be taken.
(See p. 18.)

Thse measures, as well as others GAO believes should be
taken, are contained in the following recommendations to the
commission Chairman. The Chairman, Nuclear Regulatory
Commission, should:

-- Establish criteria for judging the accept-
ability of alternative protective devices
and systems.

-- Implement a procedure whereby security plans
cannot be approved until a site has been
visited by the reviewer and the comments of the
regional inspection office have been obtained.

--Establish specific and stringent requirements
for upgrading guard forces.

-- Authorize and encourage inspectors to go beyond
approved security plans when appraising security
systems and implement a timely procedure for
correcting deficiencies.

-- Develop and implement additional procedures to
provide greater assurance that inspections are
consistently thorough and make unannounced inspections.
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-- Take immediate action to increase interim protection
at all operating nuclear powerplans. Such action
should include (1) promptly alerting plant management
of the serious deficiencies in security systems at
ei'isting powerplants, (2) specifying interim measures
that powerplant management can take to strengthen
security in line with the proposed regulations,
(3) improving local law enforcement coordination,
and (4) increasing the number of guards.

AGENCY COMMENTS-AND
RECENT-ACTIONS

On February 16, 1977, GAO briefed the Nuclear Regulatory
Commission, at its request, on GAO's concerns regarding
powerplant security. The Commission solicited GAO's views
because it was planning to-issue revised security regulations.
In fact, an internal memorandum dated February 11, 1977, made
the Commission's approval of the proposed regulations contingent
upon the GAO briefing. Subsequently, the proposed regulations
were published in the Federal Register on ebruary 24, 1977,
and became effective on March 28, 1977.

The Nuclear Regulatory Commission agreed with the thrust of
GAO's report but disagreed with the recommendation concerni g
the need to take immediate action to increase interim pro-I 
tection at all operating nuclear powerplants. The Commission
stated in a letter to GAO that it considered the publication
of the new security regulation which requires the licensees
to take certain security actions by May 25, 1977, to be an
appropriate interim action. The actions taken to date to
improve powerplant security are a step in the right direction.

Nevertheless, the licensees are permitted by the regulations
almost 1-1/2 years to comply with several important provisions
involving construction or installation of equipment, such as

--detection of penetration or attempts to penetrate
the protected area;

--bullet-resistant control room and guardhouses;

--equipment for detecting firearms, explosives,
and incendiary devices;

--positive control of all points of personnel and
vehicle access into vital areas;

-- establishment of microwave or radio communications,
in addition to conventional telephone, with local
law enforcement authorities; and

iv



-- closed circuit television or othet means of observing
the protected area barriers.

Because of the inadequacies in security systems at nuclear
powerplants and because powerplants may have until August
1978 to implement the above provisions, as well as others,
GAO believes that the Commission should ake immediate steps,
as outlined in the report, to increase the interim protection
at all operating nuclear powerplants.

v

T Mt



CO NT F NT S

Page

DIGEST i

CHAPTER

1 INTRODUCTION 1

2 HOW GOOD IS SECURITY AT NUCLEAR
POWERPLANTS? 3
Quality of security systems 3
Guards at nuclear powerPlants 7

3 WHY HAS THE NRC PROGRAM FOR
SECURITY AT NUCLEAR POWERPLANTS
FAILED? 12

Reauirements for security 12
Inspecting security at
powerplants 14

4 CONCLUSIONS, OBSERVATIONS, AND
RECOMMENDATIONS 17

Recommendations 18
Agency comments and recent

actions 19

5 SCOPE OF REVIEW 21

APPENDIX

I Letter dated March 17, 1977, from
the Executive Director for
Operations, Nuclear Regulatory
Commission 22

II Principal officials responsible for
administering activities discussed
in this report 25

ABBREVIATIONS

AEC Atomic Energy Commission

GAO General Accounting Office

NRC Nuclear Regulatory Commission



CHAPTER 1

INTRODUCTION

I: now takes about ]0 years and a billion oaullars to
plan, design, and build a nuclear powerplant. Many safety
featuLes and systems are built into the plant to protect it,
the persons that will operate it, and the public from acci-
dents. Because machines and systems--however carefully
designed and built--fail, nuclear owerplants are eauipped
with backup and redundant systems. The possibility of
enough of these systems failing and a serious accident
occurring is extremely low. But the consequences of the
most serious accident at an operating powerplant would
be disastrous. According to a study known as the Rasmussen
report, / the consequences of the 7aost serious accident
would be-3,300 early fatalities, 1,500 latent cancer deaths
per year for 10 to 40 years, and $14 billion of property
damage.

Safeguarding nuclear powerplants from sabotage is very
important because the consequences of a successful sabotage
attempt could be similar--perhaps identical--to those of
the most serious nuclear accidert. In 1968 the Atomic
Energy Commission funded an evaluation of the potential
hazard of sabotage to nuclear powerplants. This evaluation
reviewed the history of industrial sabotage and examined the
motivation and extent of knowledge likely to be possessed by
different types of sboteurs. The study concluded that,
although sabotage with serious conseauences to the public
was theoretically possible, the probability was sufficiently
low so that no undue risk to the health and safety of the
uublic existed.

Several aspects relating to sabotage of nuclear power-
plants have changed since the 1968 evaluation. Public infor-
mation on, public knowledge of, and oubl1c opposition to the
operation of nuclear powerplancs have increased. Also,
incidents of sabotage have increased in number and sophisti-
cation, and saboteurs have been attacking a greater variety
of more complex targets. In light u.f these changes, the
Federal Government--through the Atomic Energy Commission (AEC)
and now the Nuclear Regulatory Commission (NRC)--has been

'/Reactor-Safety Study - An-Assessment of Accident Risks in
U. S;-Commercial Nuclear Power-Plants, U.S. Nuclear R-u-
latory Commission, WAS,-1400 (NUREG-75/014), October 1975.
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increasing its efforts to assure that commercial nuclear
powerplants are secure from sabotage.

The history of sabotage threats and attempts against
nuclear powerplants in this country does not present any
clear indication of whether the problem has been exaggerated
or understated. On one hand, a serious sabotage attempt
has never occurred or, at least, has never progressed far
enough to present any danger to operating a powerplant in
this country. On the other hand, there have been a rather
large number of threats made against powerplants. From
January 1975 to September 30, 1976, 62 incidents, involving
bomb threats, extortion attempts, and actual security
breaches, occurred at commercial nuclear powerplants. Most
of these incidents involved unidentified callers who made
vague threats of bombs located on powerplant property.
Others, however, seemed ore serious. In one incident, an
individual was arrested for attempting to illegally obtain
explosives to use in sabotaging a nuclear powerplant.

Nuclear powerplants must be licensed by NrT before they
can be constructed and then again before they Legin operating.
As part of the application for an operating license, NRC
requires the utility to submit a security plan describing
how it will protect the powerplant from sabotage. NRC is
then responsible for reviewing and approving the plan and,
once the plant begins to operate, inspecting plant security
to assure that the utility is complying with the approved
plan.

This report is our evaluation of the NRC program for
assuring powerplant security.
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CHAPTER 2

HOW GOOD IS-SECURITY AT

NUCLEAR-POWERPLANTS?

To observe firsthand the security systems at commercial
.powerplants, we accompanied NRC inspectors on their inspections
of six nuclear powerplant sites. Our major observations on
the security at these sites concerned the (1) vast differences
in the degree of protection provided by the security systems
and (2) shortcomings in the guard forces at the powerplants.
NRC has funded studies and taken other actions which resulted
in conclusions similar to ours. NRC has proposed some corrective
actions which will improve security systems. Such actions may
take as long as 1-1/2 years to fully implement. (See pp. 17
and 18.)

OUALITY-OF-SECURITY-SYSTEMS

The six powerplant sites we visited were protected by
security systems of vastly different qualities. For example,
one site was protected by

--magnetic alarms on area gates which alarm
the guard house if they are disturbed,

-- an infrared alarm system along the perimeter
of the plant which alarms the guard house
if any of the beams are broken,

--a closed circuit television system which
views the perimeter of the fence both day
and night,

--a computerized key-card system for all important
doors in the plant that monitors and records
the opening and closing of the doors, and

-- an attack-resistant guard house with bullet-
resistant glass, steel-plated ceilings, and
dual electrical systems.

The security officer for this powerplant worked on security
matters full time. He was convinced that good security was
necessary and felt that he had been dile to convince manage-
ment of this necessity.

In contrast, the primary security device at another site
was an 8-foot fence topped with barbed wire. This plant did
not have
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-- alarmed gates or fences,

-- infrared alarm systems,

-- closed circuit television,

--door tracking systems, or

--attack-resistant guard houses.

The security officer at this plant devoted only part of his time
to security operations.

The quality of security at the other four sites was
somewhere in between the above two examples. At all six sites,
we were able to identify deficiencies in the security systems
which we believed could permit a takeover of the plant and the
security system. Moreover, a pecial NRC inspection and
several studies done for NRC support our views.

Special inspections

In Febrlary 1976, NRC began to make special inspections
of all operating powerplants. These inspections were begun
because of the concern and publicity that was generated by
an internal NRC memorandum which discussed security and
safeguards at nuclear facilities. This memorandum said that
while definitions of minimum threat were being formulated,
an external force of several persons coupled with one insider
should be considered as the minimum threat level to guard
against. I this minimum threat could not be countered,
then the security system must be presumed inadequate.

To make these special inspections, NRC inspectors
visited all of the operating powerplants in the country to
identify the changes that would be necessary to upgrade the
security systems to meet a minimum threat of several 'outsiders
and one insider."

The inspectors found weaknesses at all 43 sites, but NRC
headquarters decided to select only the wworst' sites for
corrective action. Nine sites having about 80 specific
security weaknesses were selected. NRC headquarters formed
a committee to determine which of the 80 security weaknesses
should be corrected by the utilities. According to members
of this committee, they selected about 50 items which were
both significant and easily correctable. NRC later made
followup inspections to make sure these weaknesses were
corrected.
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We have two observations on the special inspections.
First, although NRC singled out only 9 sites, NRC officials
told us that perhaps all 43 sites could not meet the minimum
threat level. Secondly, at the time the followup inspections
were made and probably even today, many significant security
deficiencies existed both at the 9 sites where some corrections
were made and at the remaining 34 sites. These deficiencies
include unalarmed protected areas, lack of guard house physical
protection, and no coordination with local law enforcement
agencies.

Studies done for NRC

The Sandia study

Early in 1974, Sandia Laboratories was given a Federal
contract to, among other things,

-- evaluate the susceptibility of nuclear plants
to sabotage for a broad range of threats and

--determine the consequences of successful
sabotage.

The study was made in three parts at a total cost of
S830,00. Reports on the first two have been issued, and a
report on the third part has been drafted. All three reports
have been classified secret.

The first report discusses sabotage in relation to
"pressurized' type reactors, 36 of which are now operating
commercially in the United States. The second report dis-
cusses sabotage in relation to boiling water' type reactors,
25 of which are now operating. The draft report on the third
part is a summary analysis of possible sabotage on both kinds
of reactors.

Sandia concluded that present protection at many commer-
cial powerplants 'would be inadequate against a sophisticated
sabotage attack." The Sandia report went on to say that:

'* * * sabotage which might endanger the public
could only be carried out by knowledgeable,
capable personnel having a highi degree of tech-
nical competence. Such an attack would require
thorough planning in order to mount an effort
coordinated to bypass the plant security system
and to disable or destroy elements of several
plant systems in the multiple plant defenses
against a radioactive release."
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It is our observation nonetheless that it is easier
to gain the required technical information on nuclear power-
l43nts than one might imagine. A lot of information is
publicly available which saboteurs could use to gain detailed
knowledge of the operation of powerplants in general and even
on particular powerplants. Information published by NRC
discusses the most severe accidents that could occur and
describes in detail the backup or redundant systems needed
to prevent these serious accidents. This information, along
with detailed drawings of all powerplant structures, equip-
ment and systems (except for the securit- system) is main-
Cained for public use at a designated library or facility
near each commercial nuclear powerplrt. At four libraries
we visited, no records wre kept on the use, dissemination,
or reproduction of this information. Also, some plants
have visitor information centers which show the basic plant
layout and provide telescopic viewing devices which visitors
can use to view much of the plant in detail.

Regarding the consequences of a successful sabotage
attempt, the Sandia study points out that the consequences
produced by a core meltdown due to sabotage could not exceed
the largest consequences predicted for the worst accident.
(These are the same consequences mentioned on page 1--namely,
3,300 early fatalities, 1,500 latent cancer deaths per year
for 10 to 40 years, and $14 billion of property damage.)
The Sandia reports point out that it is extremely unlikely
(about 30 to 1) that any early fatalities would occur
from a successful sabotage attempt. It also points out
tiat there is a 50 percent chance that cancer deaths would
increase by no more than 60 cases per year and offsite property
damage might not exceed $2.5 billion.

Lawrence-Livermore
Laboratory study

Lawrence Livermore Laboratory made an analysis of
various security force concepts against sabotage for NRC.
To make the study, si.: commercial nuclear powerplants were
visited as well as other types of nuclear facilities. The
study concluded, in an October 1975 report, that

"* * * the combination of guard forces and
physical security systems presently used
at nuclear facilities was found to be
unable to counter the three levels of
sophisticated threats postulated for this
study."

The lowest of these threats was an external force of
several armed individuals. The report stated that guard
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forces would have to be augmented in numbers, training,
and euipment, and that the physical security systems would
have to be ugraded to be able to counter the threat.

GUARDS AT NUCLEAR POWLRPLANTS

Guards at nuclear powerplants are either employees of
the utility (so-called proorietarv guards) or employees of a
rrivate security firm under contract to the utility.

In our visits to the six powerplant sites, we observed
situations and developed information which indicated major
weaknesses in the guard forces. Five of the six guard
forces were contract services and the sixth was a roprietary
force. Most of the guards were recruited through classified
ads and referrals. The selection criteria varied, but as a
minimum, included a physicai examination and educational
requirements.

The background investigations required for some gua I
forces were much more stringent than for others. Some u Ad
employment histories, references, and police checks, and one
gave applicants psychological tests. Another facility only
checked with the person's former employer. The amount of
training necessary before a recruit could begin working
ranged from 120 hours for two guard forces to 4 hours
training for one guard force. All guard forces were
required to have both firearms training and gereral training.

Perha .s the most disturbing information we obtained
concerned the annual turnover rate. As the table be-ow
shows, three powerplant sites were protected by guard forces
that have experienced annual turnover rates of 35 to 48
percent. The information that most of these guards possess
about the powerplant and its security system could be
valuable to a potential saboteur.
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Information on Guard Forces (note a)

Annual
turnover

Powerplant Total Average rate Salary
site guards age (percent) (per hour)

A 27 38 48 $3.50 to $4.30

B 34 37 41 2.95 to 4.00

C 70 45 35 3.20 to 4.10

D 25 32 4 Not
available

E 25 Not Not Not
available available available

F 21 29 Nt 5.30
available

a/Infcrmation frnished by NRC.

During cr visits, the NRC inspectors sometimes tested
the guards' knowledge of procedures to be followed in responding
to certain situations. n several of these tests, the guards'
performance was poor. For example, we accompanied an NRC
inspector to one powerplant at night. The inspector asked a,
guard manning the guard house to aim a closed circuit television
camera on a particular spot. The guard tried but was unable
to work the system. The inspector opened a door which rang
an alarm in the guard house. After waiting several minutes,
the guard house was called to find out why no one responded
to the alarm. guard in the guardhouse answered that all
of the available guards were too busy.

At yet another site, we asked a guard about the locations
of certain critical systems of the plant, including the control
room. He told us that the guard force knew nothing about the
location of any of these systems because the guards were not
allowed inside the powerplant.

RCestudy on need-for
a Federal garlforce

The Energy Reorganization Act of 1974, which established
NRC, directed it to assess the need for and feasibility of
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establishing a security agency within NPC to perform safeguard

functions. This requirement had its origin in several earlier

studies and in congressional hearings in which questions

about the adeauacy of safeguards were raised. During these

hearings it was suggested that the importance of the public

interest involved might call for direct Federal involvement

in security forces.

In February 1975, the NRC Commlscioners established the

broad objectives and scope for this assessment. They called

for a conceptual analysis and comparison of a Federal guard

force and a totally private force.

For this study, NRC contracted witn five private organ-

izations and numerous consultants to supply information at a

total cost of about $419,000. Four of the five study reports

by these organizations related to security at facilities
while the fifth discussed transportation of nuclear materials.

The first study was done by the United States Marshals

Service. Based upon research, discussions with private

recurity officials, and visits to three nuclear sites, the

report, dated October 1975, noted that guard forces at

commercial nuclear facilities had

-- weak allegiance,

-- high turnover rate,

-- poor background checks,

-- poor supervision,

--inferior equipment,

--weak legal authority,

-- poor rapport with local police,

-- poc: mobility,

-- no uniform standards for physical fitness,

--low public confidence, and

-- little training.

The second study was done by the International Research

and Technology Corporation. In its repcrt dated July, 1975,

it concluded that nine guards would be needed to counter
an attempted sabotage by several outside individuals with no
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inside help. This conclusion was based on the premise that
the facility employed certain protective system equipment.
Several of the facilities we visited were protected by this
type of equipment but none was required to keep nine guards
on at all times.

The third study was done by the International Association
of Chiefs of Police, Inc. Its objective was to assess the
capability of State and local law enforcement agencies to
respond to certain hypothetical attacks and other criminal
incidents throughout the United States. The study assessed
the response capability of law enforcement agencies at 17
nuclear powerplants and concluded that State and local law
enforcement agencies can supply sufficient manpower, but
that deployment of manpcwer would be uncoordinated due to
the lack of formal agreements between responding agencies.
The study also concluded that most agencies lacked well-
trained tactical teams and the necessary equipment (automatic
weapons, long guns, body armor, etc.).

The fourth report on guard forces was the Lawrence
Livermore Laboratory study we mentioned on page 6. This
report concluded that guard forces would have to be augmented
in numbers, training, and equipment to be able to counter a
threat level of several individuals.

In spite of all the evidence from the four studies
that existing guard forces were inadequate, the NRC study
concluded in its August 1976 report to the Congress, that:

"* * * creation of a Federal guard force for
maintaining security in the nuclear industry
would not result in a higher degree of guard
force effectiveness than can be achieved by
the use of private guards, properly qualified,
trained and certified by NRC."

* * * * *

"* * . can fulfill its responsibilities to
assure adequate physical protection of licensed
facilities and materials through stringently
enforced regulations."

Security guards have limited
authority for using firearms

NRC has not clearly defined the authority of private
guards for using firearms to protect powerplants. The lack
of specific firearm instructions is due, in part, to the
lozdl laws which place heavy restrictions on the use of
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weapons by private guard forces. For the most part, ocal
laws allow the use of deadly force only in cases of self-
defense or in the defense of others. These laws do not
allow the use of deadly force to protect property. The
ribts of guards in this matter are generally no greater
than those of private citizens.

The problems associated with the use of private guards
has been recognized for several years. For example, an AEC
memorandum in March 1974, stated, in part:

'The Office of General Counsel has researched
the point extensively and has taken the position
that it will not press licensees to give
directions to employees regarding the use of
firearms which are inconsistent with State
law. * * * In short, the AEC's official position
should be to take a soft line regarding the use
of firearms. This should turn into a nonissue

In January 1975, a Committee on Safeguards Policy of the
Atomic Industrial Forum, Inc., also envisioned problems with
private guards. Accordingly, they told NRC

'A dominant question relates to the right of
guards to use firearms for the protection of
property in the absence of a clearly defined
threat to life. * * * It is necessary that
NRC establish the authority and the circum-
stances under which a guard should be
instructed to discharge firearms at others."

According to NRC's Office of the Executive Legal Director
and the Law Enforcement Assistance Administration in the
Department of Justice, there are no Federal laws governing the
actions of private guards in this regard.

The problems of private guards arnd the use of firearms
is not restricted to powerplants but extends to privately
owned facilities that possess auantities of so-called special
nuclear material (types of material which can be used to make
nuclear weapons). As part of another assignment we are
addressing, among other things, problems arising in the use
of firearms at different types of nuclear facilities. We
expect to issue a report on the subject shortly.
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CHAPTER 3

WHY HAS THE NIC PROGRAM

FOR SECURITY-AT-NOCLEAR

-POWERPLANTS FAILED?

NRC has a two-pronged approach to assuring powerplant
security. The first part is to reauire utilities to prepare
plans which describe how the powerplants are tr be protected.
The second part is to inspect the powerplants t see that
the security systems used are in compliance :''jh the security
plans.

REOUIREMENTS-FOR
SECURITY

The first and most important assumption hat require-
ments should be based on is the level and type of threat
that powerplants are expected to protect against. That is,
how many individuals armed with what weapons and knowledge
should the security system be able to successfully counter.

NRC has not made this assumption. Inscead, NRC has
suggested that utilities consult two documents 1/ which NRC
believes provide an adequate basis for a physical security
plan. These documents contain general advice on how to
detect, deter, an] protect a powerplant against intrusion by
using armed guard forces, protective barriers, intrusion
detection systems, and liaison with local law enforcement
agencies. They do not specify any minimum threat level.

Because these documents are general and do not specify
a specific threat level, the utilities must exercise a lot
of judgment in deciding on the characteristics and perfor-
mance level of security systems. This decision is based
in large part on how much importance the utility attaches
to the issue of sabotage. At the powerplant which had a
rather extensive security system, the security officer
there said he had been able to convince management of the
necessity for good security.

1/Regulatory Guide 1.17, "Protection of Nuclear Power
Plants Against Industrial Sabotage" and Industrial
Security of Nuclear Power Plants' published by the
American National Standards Institute.
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NRC, of course, must review and approve these security
plans. This approval is made by four individuals with back-
grounds in engineering or physics; most are not trained in
security. Moreover, there is no documentation suprjrting the
basis for their approval of the security plans. The reviewers
are not given any criteria or guidance for determining the
acceptability of the plan, nor have they obtained any
expertise from outside NRC. Moreover, these reviewers
seldom visit the powerplant to see the security system or
devices or to note any unique features of the powerplant
and its surroundings.

Because of NRC's failure to specify the minimum
threat level or to give utilities and the reviewers any
other guidance, approved security plans call for protection
of vastly different degrees. NRC officials recognize
these differences and blame the current general require-
ments for the situation.

NRC is well aware of the need for improvements to the
security requirements. In an October 16, 1974, report to
AEC we concluded that (1) utilities needed specific guidance
on the level of threat that their security systems must be
prepared to handle and (2) performance criteria should be
established for security systems. In an October 31, 1974,
response, AEC said that our report did not reflect the
impact of proposed regulations that were then under consider-
ation.

In November 1974, the proposed regulations for powerplant
security were published for public comment. But as of
February 1, 1977, they had still not been adopted. NRC told
us that internal problems such as reorganizations and higher
priority work had caused the delay.

The proposed regulations are an improvement over the
current situation because they would set a minimum sabotage
threat level. That is, they are intended to require the
security necessary to counter a sabotage force of (1) a
determined, violent, external assault or attack by stealth
of several persons that are well armed and wall trained,
and one knowledgeable insider and (2) an internal threat
by an insider including an employee in any position.

The proposed regulations also are more specific as
to the types of security systems that should be provided.
However, proposed regulations give the utilities latitude
with regard to the security systems that should be installed.
The regulations reserve for NRC the right to approve "measures
for protection against industrial sabotage other than those
required by this section if the applicant or licensee
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demonstrates that the overall level of system performance
provides protection against industrial sabotage equivalent
to that which would be provided by"--the proposed regulations.
That is, the utilities may substitute their own security systemsfor those called for by the new regulations, as long as NRC
believes the substitute provides equal security.

With regard to upgrading security guards, the proposed
regulations essentially call for guards to be properly
trained and aualified' without specifying how that should
be accomplished.

INSPECTING-SECURITY
AT POWERPLANTS

NPC has five regional offices which inspect many different
aspects of commercial nuclear powerplants as they progress from
construction through operation. In each office, one or more
inspectors are designated to visit at least once each year
all of the powerplants in that region to see if the security
systems comply with the plans. The requirements the inspectors
check against, then, change from pcwerplant to powerplant.
If the utility's security system is not consistent with the
approved plan, the inspector can cite the utility for noncom-
pliance, which could lead to a fine. Having different require-
ments for each powerplant can and has led to inequitable -and
even ridiculous--situations. For example, a utility has been
cited for noncompliance because cameras in its cloed circuit
television system were not working. But other utilities
don't even have closed circuit television or comparable
systems. In another case, a utility was cited by NRC because
its alarmed fences were not as sensitive a required by its
plan. Yet, other facilities don't have such alarmed fences.

We accompanied inspectors from three NRC regional
offices on inspections of security systems at six sites.
All of these inspections were unannounced--that is, the
utility did not know the inspectors were coming. Following
are our analyses of deficiencies in inspection practices
we observed during these visits.

Inspections-should-be- unannounced

The unannounced nature of inspections is intended to
give the inspectors a chance to observe the utility's security
system in its normal state. Such thi -s as locked doors,
lighting, number and conduct cf guards, and operability of
various systems can best be checked when the inspector
stzsrprises" the utility and the security system.
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Some inspectors take precautions so that their inspections
are, indeed, unannounced. For example, one inspector we
accompanied did not make any advance reservations at the
motel he stayed in near the powerplant because of the possi-
bi'.itv of a motel employee informing the utility of the
inF tor's expected arrival. Another arrived at the power-
pl ;t night. He began his inspection that night and
imn,1 ..;ately checked those security items he had found to be
deficient on his last visit.

In contrast, another inspector arrived at a powerplant
in the afternoon, met with plant management officials, and
told them he would be checking the locked and alarmed doors
and the perimeter fence--starting the next morning.

Differences in-aggressiveness

Some inspectors were very aggressive in dealing with the
utility personnel and in checking the security systems. For
example, some inspectors, when checking the alarmed fences,
shook ach fence section to see if the alarm rang as it
sho-ld. Other inspectors tried picking locks, crawling under
or climbing over fences, or crawling under the infrared
beams, and opening alarmed doors to check the time it took
guards to resond to the alarm. Several inspectors quizzed
the plant security force to determine if they understood their
mission and the plant's security system.

On the other hand, some inspectors merely determined tha.
a particular device was in place and did nothing to find out
whether the device worked at all or whether it worked effec-
tively. For example, on one visit, the inspector simply walked
alo.g the fence and observed that the sensitivity device was
attached. He tested only 3 of 17 alarmed sections to deter-
mine if the device worked.

On another visit, an inspector observed that doors were
locked as they should be but did not make even simple tests
of the lock's effectiveness. Our auditors were able to pick
the locks and open several doors to vital areas of this plant
by using a screwdriver or a piece of wire we found on the
ground near the door. After witnessing this, the FC
inspector and a security guard agreed that all similarly
locked doors could be opened.

The inadequacies of these locks was brought to the
attention of NRC headquarters. NRC prepared a directive
instructing utilities with similar locks to replace them.
This directive was issued March 17, 1977.

15



Need-for-inspectors'-authority
to- go- beyona-security- plans

At several powerplants, the NRC inspectors pointed out
rather serious weaknesses in security which were not provided
for by the security plans for those plants. Because the
inspectors are limited to looking for noncompliance with
the approved security plans, the inspector was unable to
cite the utilities. Instead, he could either discuss the
weaknesses with utility officials and encourage them to take
corrective action and/or he could communicate the weaknesses
to NRC headquarters with the intent of upgrading the security
plan. We noted one case where the inspector was successful
in getting a utility to correct a weakness. But we noted
several cases where the inspector reported weaknesses to the
utility and nothing was done. For example, during our site
visits in September and OctoJer 1976, inspectors observed
such weaknesses as guards not responding to an alarm and an
unlocked exterior door which permitted unrestricted access
to the control room. The inspectors orally reported these
weaknesses to the utility. We also noted several instances
where inspectors reported weaknesses to NRC headquarters.
These weaknesses included a reactor control room that was
unalarmed and unlocked. As of February 1977, neither the
utilities nor NRC had taken action to correct the above
weaknesses.
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CHAPTEP 4

CONCLUSIONS, OBSERVATIONS,

AND-RECOMMENDATIONS

I, discussions of security and sabotage at powerplants,

questions on the probability or likelihood of sabotage attempts

are often raised. Our review was not aimed at answering these

Questions. Instead, we focused on the vulnerability of power-

plants to sabotage and the effectiveness of NRC's system for

making sure that powerplants would be able to withstand a

sabotaae attempt--regardless of its likelihood. The answer

is that NPC has not operated decisively or effectively in the

security area and, as a result, security systems at perhaps

all powerplants would not be able to withstand sabotage attempts
by threats that are now considered minimum by NRC.

The primary reason for this situation is the failure of

NRC, and the AFC before it, to establish the minimum threat
levels upon which security systems should be built by the

utilities and evaluated by NRC. In the absence of these

threats or any compensating guidance, the utilities have been
given the latitude to play a major role in establishing the

reauirements by which they would abide. The vast inconsist-

encies that now exist from plant to plant resulted.

NRC's inspection program was unable to correct the
inadequacies that originated in the security plans and that

were extended to actual security at powerplants. In the
last several years, the inspectors have had to work in an
environment which has not been conducive to quality
inspections. Specifically, (1) knowing that differences
are permitted in the quality of security systems at power-

plants and (2) believing that requirements to correct the

situation were imminent, has frustrated, confused, and
irritated the inspectors. Nevertheless, methods and pro-

ce0'res need to be implemented which would insure consistency
in the aggressiveness and unannounced nature of inspections

and encourage the inspectors to go beyond security plans in
evaluating security systems.

The proposed regulations, which have been under consider-

ation an inexcusably lona time, offer the opportunity for NRC

to qet its program on the right track. Whether it takes
advantage of this opportunity depends, we believe, on how

it deals with the following three points.

First, the proposed regulations contain a provision which

would permit the utility to substitute security systems
completely different from those specified in the regulations
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as long as NRC finds the substitute acceptable. This pro-
vision would necessitate the reviewers to use discretion
and judgment in approving security plans. We believe that
their decisions are too important and too far reaching to
be made independently and without visiting the powerplant
site. Consequently, we believe that the reviewers should
visit each powerplant and obtain the comments of the
regional inspection office before approving the security
plan. Obtaining these comments should lead to greater
aggressiveness and a greater sense of responsibility then
exists now.

Second, the greatest single shortcor.in of powerplant
security is the quality of guard forces. Unfortunately, the
proposed requirements do not specify any upgrading actions.
We believe that NRC must develop, as quickly as possible,
methods for making major improvements to guard forces in
such areas as turnover rates, use of firearms, and background
investigations and must direct the utilities to immediately
make such improvements.

Third, inspectors should be authorized and encouraged
to go beyond the utilities' plans when looking at security
systems and appraise the systems in terms of whether their
performance can meet the minimum threat. This would give
the NRC program the capability to catch mistakes or over-
sights in approving the security plan, as well as the ability
to evaluate the system in light of changes at the powerplant
or in its surroundings. More importantly, it would serve
to emphasize to the inspectors the necessity to check the
performance and not just the existence of security systems.

The actions discussed above, if implemented, would lead
to better security systems. However, their implementation
will take time. The problem is what should be done with those
powerplants that are about to begin operations or are now
operating. Clearly, some powerplants now operating are
vulnerable to threats of less than the several outsiders and
one insider level NRC considers minimum. Some precautionary
measures could be taken immediately. NRC is aware of the
"worst" facilities--in terms of security -- which are in
need of significant improvements immediately.

RECOMMENDATIONS

We recommend hat the Chairman of the Nuclear Regulatory
Commission:
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-- Establish criteria for judging the acceptability
of alternative protective devices and systems.

-- Implement a procedure whereby security plans
cannot be approved until a site has been visited
by the reviewer and the comments of the regional
inspection office have been obtained.

-- Establish specific and stringent require-
ments for upgrading guard forces.

-- Authorize and encourage inspectors to go
beyond approved security plans when appraising
security systems and implement a timely
procedure for correcting deficiencies.

-- Develop and implement additional procedures
to provide greater assurance that inspections
are consistently thorough and make unannounced
inspections.

-- Take immediate action to increase interim
protection at all operating nuclear powerplants.
Such action should include (1) promptly alerting
plant management of the serious deficiencies in
security systems at existing powerplants,
(2) specifying interim measures that powerplant
management can take to strengthen security in
line with the proposed regulations, (3) improving
local law enforcement coordination, and (4) in-
creasing the number of guards.

AGENCY COMMENTS AND
RECENT ACTIONS

On February 16, 1977, we briefed NRC, at its request,
on our concerns regarding powerplant security. NRC solicited
our views because it was planning to issue revised security
regulations. In fact, an internal memorandum dated February 11,
1977, made the NRC Commissioners' approval of the proposed
regulations contingent upon our briefing. Subsequently, the
proposed regulations were published in the Federal Register on
February 24, 1977, and became effective on March 28, 1977.

NRC agreed with the thrust of the report, but disagreed
with our recommendation concerning the need to take immediate
action to increase interim protection at all operating nuclear
powerplants. NRC stated in its letter to us that it considered
the publication of the new security regulation which requires
the licensees to take certain security actions by May 25, 1977,
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to be an appropriate interim action. The actions taker to
date to improve powerplant security are a step in the right
direction.

Nevertheless, the licensees are permitted by the regu-
lations almost 1-1/2 years to comply with several significant
provisions involving construction or installation of equipment,
such a.

--detection of penetration or attempts to penetrate
the protected area;

--bullet-resistant control room and guardhouses;

-- equipment for detecting firearms, explosives,
and incendiary devices;

-- positive control of all points of personnel and
vehicle access into vital areas;

-- establishment of microwave or radio communi-
cations, in ddition to conventional telephone,
with local enforcement authorities; and

--closed circuit television or other means of
observing the protected area barriers.

Because of the inadequacies in security systems at nuclear
powerplants and because powerplants may have until August 1978
to implement the above provisions, as well as others, we believe
that NRC hould take immediate steps, as outlined in the report,
to increase the interim protection at all operating nuclear
powerplants.
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CHAPTER 5

SCOPE OF REVIEW

We obtained the iformation contained in t s report by
reviewing documents, studies, reports, correspondence, and
other records, and by interviewing officials at

-- NPC Headauarters, Bethesda, Maryland;

-- NBC Region I, Office of Inspection and
Enforcement, King of Prussia, Pennsylvania;

-- NBC Region II, Office of Inspection and
Enforcement, Atlanta, Georgia

--NRC Region III, Office of Inspection and
Enforcement, Glen Ellyn, Illinois; and

-- Six nuclear commercial powerplant sites at
various locations.
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APPENDIX I APPENDIX I

O ,~'%* NoQ~~G UNITED STATES
NUCLEAR REGULATORY COMMISSION

WASHINGTON, D. C. 2056

March 17, 1977

MEMORANDUM FOR: Thomas J. McTiernan, Director
Office of Inspector and Auditor

FROM0. Lee V. Gossick
Office of the Executive Director

for Operations

SUBJECT: COMENTS ON DRAFT GAO REPORT, "SECURITY AT
NUCLEAR POWER PLANTS -- AT BEST, INADEQUATE"

Your February 24, 1977, memorandum forwarded for staff review
and comment the subject document.

It was stated in the subject report that inconsistencies in the
level of protection presently exist among individual security plans.
It was also implied that no remedial action was being taken to
eliminate these inconsistencies. We were aware of the inconsistencies
and, with the publication of the new physical security rule (73.55),
have taken significant action not only to eliminate t inconsistencies,
but also to provide a high level of protection against industrial
sabotage at all nuclear power reactors.

This new rule establishes a performance criterion for the physical
protection of nuclear power reactors. This criterion can be stated
succinctly as requiring "high assurance protection against industrial
sabotage by (1) a determined, well-armed, well-trained team of several
outsiders as.isted by a single insider or (2) a single insider acting
alone." In meLing this general requirement the rule states that the
onsite physical protection system and security organization shall
include, but not necessarily be limited to, the following capabilities:

1) A physical security organization including armed
guards to protect the facility against industrial
sabotage.

2) At least two barriers to protect vital equipment,
illumination of all outdoor areas, isolation zones
extending on both sides of the protected area
perimeter to permit observation of activities on
both sides of that barrier, and a bullet-resistant
reactor control roam.
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3) Search of all individuals, packages, and vehicles
prior to entry into the protected area; escort of
all but licensee-designated vehicles while in the
protected area; a badge system for identification
of the level of plant access authorization; escort
of visitors while in the protected area; positive
access control of all points of personnel and
vehicle vital area access.

4) Intrusion alarms that annunciate in a continuously
manned central alarm station and at least one other
continuously anned station.

5) Continuous communication capability for on-duty
guards with each alarm station; telephone and wireless
communication between alarm stations and local law
enforcement authorities.

6) A nominal force of ten guards and armed, trained
personnel immediately available at the plant to
fulfill security contingency response requirements,
with a minimum of five guards in this response force.

Revised security plans submitted in response to 73.55 are due on
May 25, 1977. These will be reviewed onsite by several teams,
eacn led by an individual from Nuclear Reactor Regulation and
including personnel from Inspection and Enforcement (IE). During
the review, each plan will be evaluated against standard acceptance
criteria, thereby increasing uniformity in the levels of protection
required.

To supplement this new rule, the Commission has published for comment
a clearance rle for screening individuals permitted unescorted access
to protected areas. This clearance rule, if adopted, would provide
additional assurance against industrial sabotage involving an insider.

There remain three areas in the report about which we believe specific
comments are in order.

The first area contains the GAO staff recommendation that "immediate
interim action' should be taken and that plants be placed on "alert".
We disagree. By publication of 73.55, with its provisions.that call
for implementation by May 25, 1977 of the above described capabilities
except for any requirement involving construction and installation of
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equipment not already in place, th3 staff believes that the necessary
action has been taken. We have no information from any intelligence
or investigative arm of the government of known groups in this country
having the combination of motivation, skill, and resources to attack
a nuclear power reactor,and physical security upgrading is underway.
Therefore, publication of this rule is, in the staff's view, appropriate
interim action and results in the appropriate increased awareness of
physical security at nuclear power plants.

The second area concerns statements made on page iii and elsewhere
in the document which indicate that GAO believes te level of
Inspection varied from plant to plant. Variations observed by GAO
could have arisen from three basic causes: (1) different commitments
and levels of details in each licensee's approved security plan;
(2) the fact that only portions of the annual inspection are covered
during any one visit and the tasks of successive visits are not
required to be repeated except to verify corrective action taken by
the licensee; and (3) human factors, which we have attempted to
minimize by the establishment of standard inspection procedures.

As described above, the program that will be used to review the
licensee's amended security plans will solve the problems associated
with different commitments and levels of details. The GAO has
suggested that changes are appropriate to minimize the other two
causes of variation in the level of inspection. We are continuing
to review our inspection program and procedures for upgrading as
necessary.

The third area concerns the directive relating to inadequacies of
locks. GAO points out that the directive has not yet been issued.
A circular addressing locks was forwarded on 17 March 1977 to the
regional offices for distribution to licensees.

As you know, the staff has met with GAO( staff to discuss several
specific points of the report. Several changes were discussed. In
addition, GAO staff and Division of Security staff have met to discuss
areas which caused some classification concern. I understand that
changes have been made in the report and that the Division of Security
recomme Js that the report be published as not classified.

Lee V .ossick
Office of the Executive Director

for Operations
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PRINCIPAL OFFICIALS
RESPONSIBLE OP-ADMNISTERING ACTIVITIES

"DMCUSSED IN THIS REPO RT

Tenure of office
From To

NUCLEAR REGULATORY COMMISSION

CHAIRMAN:

Marcus A. Rowden Apr. 1976 Present

William A. Anders Jan. 197. Apr. 176

EXECUTIVE DIRECTOR FOR
OPERATIONS:

Lee V. Gossick Jan. 1975 Present

DIRECTOR OF NUCLEAR
REACTOR REGULATION:

Ben C. Rusche Apr. 1975 Present

Edson G. Case (acting) Jan 1975 Apr. 1975

DIRECTOR OF INSPECTION
AND ENFORCEMENT:

Ernst volgenau Apr. 1976 Present

John G. Davis (acting) Jan. 1976 Apr. 1976

Donald F. Knuth Jan. 1975 Jan. 1976
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